# **Top-15-Vulnerabilit-Scanner**

**Web peneteration vulnerability scanner:**

1) **Nuclei -** **Nuclei is a fast tool for configurable targeted scanning based on templates offering massive extensibility and ease of use.**

Nuclei is an open-source project that helps security professionals automate the detection of security vulnerabilities in web applications. It's part of the broader field of security scanning and penetration testing tools.

\*\***installation:**

\*\* **GitHub repository:** <https://github.com/projectdiscovery/nuclei>

2) **Sn1per- Automated pentest framework for offensive security experts.**

Sn1per, often referred to as "Sn1per Automated Pentest Recon Scanner," is a penetration testing tool designed to automate the reconnaissance and scanning phases of a security assessment. It aims to assist security professionals and ethical hackers in gathering information about a target system or network and identifying potential vulnerabilities. Here are some key features and aspects of Sn1pe.

**Installation:**

\*\*Sn1per can be installed on Linux systems by following the instructions on its

\*\***GitHub repository**: https://github.com/1N3/Sn1per. .

3) **Metasploit-framework -** The Metasploit Project is a computer security project that provides information about security vulnerabilities and aids in penetration testing and IDS signature development. Metasploit Framework, often referred to simply as Metasploit, is an open-source penetration testing and ethical hacking framework used by security professionals, penetration testers, and ethical hackers to test and exploit vulnerabilities in computer systems, network devices, and applications. Metasploit provides a wide range of tools and modules for various stages of penetration testing, including information gathering, vulnerability assessment, exploitation, post-exploitation, and reporting. Here are some key features and components of Metasploit Framework.

\*\***Installation:**

\*\***GitHub repository:** https://github.com/rapid7/metasploit-framework

4) **Nikto - Web server scanner.**

Nikto is an open-source web server scanner that helps security professionals and system administrators identify potential vulnerabilities and security issues in web servers and web applications. It's a valuable tool for conducting security assessments and penetration testing of web services. Here are some key features and aspects of Nikto.

\*\***Installation:**

\*\***GitHub repository:** https://github.com/sullo/nikto

5) **Arachni - Web Application Security Scanner Framework.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/Arachni/arachni

6) **Jaeles - The Swiss Army knife for automated Web Application Testing.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/jaeles-project/jaeles

7) **Retire.js 2 - Scanner detecting the use of JavaScript libraries with known vulnerabilities.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/RetireJS/retire.js

8) **Osmedeus - Command line utility for searching and downloading:**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/j3ssie/osmedeus

9) **Getsploit - Command line utility for searching and downloading exploits.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/vulnersCom/getsploit

10) **Flan - A pretty sweet vulnerability scanner.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/google-research/FLAN

11) **Findsploit - Find exploits in local and online databases instantly.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/1N3/Findsploit

12) **Blackwidow - A Python based web application scanner to gather OSINT and fuzz for OWASP vulnerabilities on a target website.**

**\*\*Installation:**

\*\***GitHub repository:** https://github.com/1N3/BlackWidow

13) **Backslash-powered-scanner - Finds unknown classes of injection vulnerabilities.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/PortSwigger/backslash-powered-scanner

14) **Eagle - Multithreaded Plugin based vulnerability scanner for mass detection of web-based applications vulnerabilities.**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/topics/eagle-library

15) **Cariddi - Take a list of domains, crawl urls and scan for endpoints, secrets, api keys, file extensions, tokens and more....**

\*\***Installation:**

\*\***GitHub repository:** https://github.com/edoardottt/cariddi

**My linkdin account:** https://www.linkedin.com/in/labib-hossain-88ab5821b/

**My facebook page:**https://www.facebook.com/profile.php?id=100094990842842&mibextid=ZbWKwL

\*\*\*\***MD LABIB HOSSAIN**\*\*\*\*\*